
 

Senior Security Analyst - Barcelona 

 

Responsibilities 

• The performance of audits (infrastructure, web, wifi, platform), penetration tests 
(pentests) and Red Team exercises 

• Drawing up reports on vulnerabilities and recommendations on how to resolve them 

• Presenting results to the customers 
 

 

Minimum requirements 

• Over five years experience in security and at least four years experience with audits 
and pentests 

• Familiarity with programming and scripting languages: Python, Powershell, C# 

• Knowledge of security methodologies: OWASP web/mobile, OWISAM, OSSTMM 

• Familiarity with security tools: BurpSuite, Acunetix, Nessus, Qualys 

• Fluent English (both spoken and written) 
 

 

Ideal profile 

• Familiar with advanced techniques and attacks related to MITRE ATT&CK (persistence, 
privilege escalation, defence evasion, lateral movement, exfiltration) 

• Certifications: OSCP, OSCE, SANS 560/660 or CREST CWAT/CIT/CWS 

• Telecommunications/computer engineer or similar 
 

 

If you are interested in this project and think that you can add value to it, mail your CV 

to join@ackcent.com. 

mailto:join@ackcent.com

